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DEPLOYMENT AND REINTEGRATION 
PUBLICATIONS 
 

he following publications provide policy for and informa-
tion on deployment and reintegration for soldiers, civil-

ians, and their family members. These publications are availa-
ble through the Army in Europe Publishing System 
(AEPUBS) (https://aepubs.army.mil). Commanders will en-
sure that unit publications clerks orders these publications as 
appropriate. 
 

AE Regulation 600-8-109, Reintegration Operations. This 
regulation prescribes policy, responsibilities, and procedures 
for establishing and executing reintegration operations. It ap-
plies to soldiers and DA civilians who redeploy to USAREUR 
home stations, either with their units or individually. 
 

AE Pamphlet 600-8-109-2, Soldiers, Civilians, & Family 
Members’ Reintegration Guide. This guide provides useful 
checklists, telephone numbers, and information to help make 
transition easier. 
 

AE Pamphlet 600-8-109-3, USAREUR Deployment and Re-
union Guide for Children in the Ages 3 to 6 Years. 
 

AE Pamphlet 600-8-109-4, USAREUR Deployment and Re-
union Guide for Children in the Ages 7 to 12 Years. 
 

AE Pamphlet 600-8-109-5, Army Brat Pack for Teenagers. 
 

AE MISC PUB 600-8-109A, Reintegration Brochure. This 
brochure provides information on some of the services availa-
ble for individuals affected by deployments. 
 

AE MISC PUB 600-8-109B, Deployment and the Family 
Brochure. This brochure provides information on the resourc-
es available to help soldiers, civilians, families, and friends ad-
just to reintegration. 
 
ARMY BOOKLETS ON PREVENTING SEXUAL 
HARASSMENT AND SEXUAL ASSAULT 
 

ublications clerks may order the following Army booklets 
through the Army in Europe Publishing System at https:// 

aepubs.army.mil: 
 

MISC PUB 608-12, Human Dignity—The Prevention of 
Sexual Harassment—Leaders Handbook. 
 

MISC PUB 608-13, Human Dignity—The Prevention of 
Sexual Harassment—Soldiers Handbook. 

MISC PUB 608-14, Sexual Assault—Prevention and Re-
sponse. 
 
PROTECTING THE ARMY IN EUROPE 
NETWORK 
 

emorandum, HQ USAREUR/7A, AEAIM-A-P, 26 Feb-
ruary 2004, subject: Network Remote-Access Policy, 

established new policy on remote access to the Army in Eu-
rope LandWarNet (Unclas) (formerly known as the Army in 
Europe NIPRNET). This policy is based on AR 25-2 (Informa-
tion Assurance). 
 
Under this new policy, Employee Owned Information System 
(EOIS) computers (that is, privately owned personal comput-
ers) may no longer be used to obtain remote access to the 
Army in Europe network in order to read official e-mail, up-
load and download files, interact with official servers, and 
conduct other day-to-day, official business. Only Government 
Owned Information System (GOIS) computers may be used to 
access the network. This policy was changed to— 
 

Support the Global War on Terrorism. Official and sensitive 
information must be protected from unauthorized persons who 
could use this information to disrupt missions, breach force-
protection measures, and weaken operations security 
(OPSEC). The Army Chief of Staff and the Department of the 
Army G3 have recently reiterated the requirement to protect 
official and sensitive information. 
 

Ensure that the network is available for military require-
ments 24 hours a day, 7 days a week, 365 days a year. Hackers 
and viruses disrupt the network’s reliability. EOIS computers 
are a major source of computer viruses and other problems 
caused by hackers. The network must be protected from hack-
ers and viruses by prohibiting EOIS computers from connect-
ing to the network. 
 

Comply with the security provisions of AR 25-2. The U.S. 
Government cannot provide assurances about the configura-
tion of EOIS computers, nor can the Government configure, 
operate, maintain, or install software on these computers. Be-
cause the Privacy Act prohibits the Government from control-
ling EOIS computers (to include safeguarding them), these 
computers will not be used to conduct official Government 
business. 
 
Remote access to the Army in Europe network may still be 
provided for personnel with legitimate requirements. Com-
manders have until 1 August 2004 to determine and validate 
legitimate requirements, request remote-access accounts, and 
provide properly configured GOIS computers to personnel 
who need them for remote access. 
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As of 1 August 2004, the Army in Europe Virtual Private Net-
work (VPN) client will be required for all users with remote 
access. These systems may be scanned when connected to de-
termine if the system is configured correctly. Systems that do 
not meet configuration requirements will not be able to con-
nect to the network. 
 
For unofficial access to private e-mail, the World Wide Web, 
and other public Internet systems, Army in Europe personnel 
and their family members should consider using one of the 
several, reasonably priced Internet providers available in the 
private sector. 
 
NEW ELECTRONIC ARMY IN EUROPE 
PUBLICATIONS 
 

he following Army in Europe (AE) publications have 
been published and are available in electronic format in 

the Library of Army in Europe Publications and Forms: 
 

AE Supplement 1 to AR 608-20, Voting by Personnel of the 
Armed Forces, 2 June 2004 
 

AE Regulation 690-68, Local National Transfer and Ap-
pointment Benefits in Germany, 7 June 2004 
 

AE Regulation 690-68-G, Leistungen bei Versetzung oder 
Einstellung von ortsansässigen Arbeitnehmern in Deutsch-
land, 7 June 2004 
 
NEW ARMY IN EUROPE COMMAND 
MEMORANDUM 
 

he following Army in Europe command memorandum 
has been distributed as shown: 

 
USAREUR Command Training Guidance, FY 04-06, 

AEAGC-TD-OPD (DSN 475-7603), 7 June 2004 (Dist: A) 
 
The proponent telephone number is listed after the office sym-
bol. This memorandum is also available in the Library of Ar-
my in Europe Publications and Forms at https://www.aeaim. 
hqusareur.army.mil/library/. 
 
NEW ARMY IN EUROPE FORMS 
 

he following Army in Europe (AE) forms have been 
published and are available in electronic format in the 

Library of Army in Europe Publications and Forms: 
 

AE Form 215-145A, Antrag auf Erteilung/Verlängerung 
eines Jagdscheins für in Deutschland Stationierte Mitglieder 
der US-Streitkräfte/Application for Issuance/Renewal of a 
German Hunting License for U.S. Members of the Forces Sta-
tioned in Germany 
 

AE Form 215-145B, Application for German Fishing Li-
cense/Antrag auf Deutschen Fischereischein 

AE Form 215-145C, Certificate of Examination – Sportfish-
er/Prüfungszeugnis für Sportfischer 
 

AE Form 215-145D, Fishing Permit/Fischereierlaubnis-
schein 
 

AE Form 215-145E, Prüfungszeugnis/Examination Certifi-
cate 
 
HOW TO USE THIS BULLETIN 
 

Q USAREUR/7A and IMA-E publish the Army in Eu-
rope Bulletin on the 1st and 15th of each month. 

 
Only personnel assigned to HQ USAREUR/7A staff offices or 
IMA-E may publish articles in the bulletin. Personnel assigned 
to USAREUR major subordinate and tenant commands (AE 
Reg 10-5, app A) may also submit items for publication, pro-
vided the request is sent through the command’s affiliated HQ 
USAREUR/7A staff office. Personnel assigned to area support 
groups and base support battalions may also submit items for 
publication, provided the request is sent through a division of 
IMA-E. Requests may be sent by fax (DSN 370-6568), mail 
(USAREUR G6 (AEAIM-D), Unit 29351, APO AE 09014-
9351), or e-mail (pubsmail@hq.hqusareur.army.mil). 
 
Personnel who would like to receive the bulletin may sub-
scribe to have it delivered directly to their e-mail accounts by 
registering through the Personal Subscription Notification 
(PSN) feature in the Army in Europe Publishing System at 
https://aepubs.army.mil (click on “PSN”). 
 
Personnel with questions or comments about this bulletin may 
contact the bulletin editor by telephone (DSN 370-6755) or e-
mail (pubsmail@hq.hqusareur.army.mil). 
 
 
For the CG, USAREUR/7A: 
 
E. PEARSON 
Colonel, GS 
Deputy Chief of Staff 
 
Official: 
 
 
 
 
 
 
GARY C. MILLER 
Regional Chief Information 
    Officer - Europe 
 
 
DISTRIBUTION: 
 
This bulletin is distributed by e-mail and is available only in 
electronic format. 
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